
Overview
LogMeIn Resolve Data Protection Suite powered by Acronis combines device backup and disaster recovery (BCDR),  
SaaS data protection and endpoint security into one streamlined solution. It helps IT teams and Managed Service 
Providers (MSPs) safeguard critical infrastructure, respond to modern threats, and ensure business continuity.

LogMeIn Resolve Data 
Protection Suite Powered  
by Acronis

Datasheet

Endpoint Security, Backup  
and SaaS Protection

Feature Categories

Reliable backup and fast recovery for  
all environments

• Full backup coverage for servers, workstations, 
virtual machines, NAS devices, and cloud 
infrastructure.

• Flexibility to store backups in Acronis, Google 
Cloud, or Microsoft Azure.

• Centralized management and fast recovery 
options to restore operations quickly.

1 Business Continuity & Disaster 
Recovery (BCDR)

Cloud-to-cloud backup for Microsoft 365 and  
Google Workspace

• Unlimited backup for Microsoft 365 and Google  
Workspace seats.

• Automated backups and recovery for email, files, calendars, 
and collaboration tools like Teams and Google Drive.

• Meet compliance requirements and avoids costly data  
loss in cloud environments.

2 SaaS Backup

Modern protection against evolving threats

• Choose from Endpoint Detection and 
Response (EDR) and Extended Detection  
and Response (XDR) to detect and respond  
to cyber threats in real time.

• Identify suspicious behavior, isolate 
compromised systems, and  
automate responses.

3 Endpoint Security

Get more than backup, security, and SaaS protection: 
Get complete control with LogMeIn Resolve. In addition  
to protection powered by the Data Protection Suite, 
Resolve brings advanced endpoint management, reactive 
support capabilities, and so much more.

By choosing LogMeIn Resolve, you simplify billing, 
consolidate tools, and manage it all from a single console. 
One platform built to protect everything, in one place.

Why IT Teams and MSPs Trust LogMeIn Resolve
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LogMeIn Data Protection Suite: Feature Breakdown

Build Your Ideal Protection Plan
On top of Business Continuity and Disaster Recovery (BCDR), you can tailor your protection plan with advanced 
security features to fit your unique environment. Not sure what’s right for you? Our sales team is here to help  
you build the right mix of protection to match your needs and goals.

Feature Description

Endpoint Security

Advanced EDR Security Real-time threat prevention, detection, and response  
for endpoints.

Advanced XDR Security Extended threat detection across systems with automated  
response capabilities.

Backup

Server Backup Backup for physical or cloud servers with fast recovery options.

NAS Backup File-level backup for NAS devices, ideal for secure file retention.

VM Backup Backup for virtual machines across environments like Hyper-V  
or VMware.

vCloud Director VM Backup Backup for multi-tenant VMware vCloud Director environments.

Workstation Backup Backup for business desktops and laptops with full image or  
file-level options.

Hosting Server Backup Designed for hosting environments, supports physical or  
virtual workloads.

Microsoft 365 Backup Protects Exchange, SharePoint, OneDrive, and Teams with unlimited 
cloud storage.

Google Workspace Backup Backup for Gmail, Drive, Contacts, and Calendar with unlimited storage.

Connect with our sales team to get started

https://www.logmein.com/contact-sales
https://www.logmein.com/contact-sales

