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Kamstrup is committed to securing its business from information security breaches and threats, while also protecting
the information assets of its customers, partners, and employees. Kamstrup does so through a combination of
technological measures, physical controls, and organizational practices in line with strategic ambitions, and legal and
regulatory requirements.

In addition to maintaining the core security concepts of confidentiality, integrity, and availability, Kamstrup includes
Risk Management and User Awareness among them. Kamstrup expects and empowers all employees to serve as
advocates for information- and cyber-security, and to uphold these concepts by:

Staying aware of the security responsibilities in their area of expertise. 
Participating in the recommended learning related to information- and cyber- security.
Reporting any security concerns or suspicious activity through the appropriate channel.
Raising non-conformities and risks, should they become aware that a solution, vendor, process, or design is
unable to uphold the necessary requirements. Any exceptions are handled through these actions.

Improvements to information- and cyber security practices are performed based on regular reviews of the above
activities, as well as forecasted risks and threats, external demands, and benchmarking against international
standards. In doing so, Kamstrup ensures its commitment to compliance and upholds its certified Integrated
Management System.
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