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I A CYBER WAR OF REVENUE

CYBERSECURITY [
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2021 Market Value $160 Billion
Averaged as 11% CAGR
2025 Estimate $250 Billion

\

2021 Market Value $5 Trillion
Averaged at 15% CAGR
2025 Estimate $10 Trillion

Driver: Responsibility, duty Driver: Earnings, greed
Focus: Stretched, multiple responsibilities Focus: Likely to be very focused on the task
Overhead: Reactive, manual tasks (or log/alert fatigue) Overhead: Automation, scaled and efficient

Effort: Individuals: limited skills and resources Effort: High volumes, millions of sources
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| THE REALITY

Risk escalates with the
explosion of exposure
points and remote/
mobile work

Cost becomes
prohibitive and the
Shortage of

trained personnel
becomes more acute

Constrained resources
can’t keep up

Cost of
conventional Explosion of
security exposure points
and remote/
mobile work
Security
personnel TY
required CYBERSECURI
BUSINESS GAP

Actual headcount

Actual budget
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SONICWALL BOUNDLESS CYBERSECURITY

Real-Time Deep Memory Inspection to Identify and Process Known and Unknown Threats
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MULTI-LAYER PROTECTION | Seamless Coverage Across All Attack Surfaces
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8,240 malware 270,228 never-before-seen malware 707 ransomware )
attempts per customer variants found by RTDMI (1,501 per day) attempts per customer
200 cryptojacking 2,050 new threats 1,572 phishing 17,055 intrusion
attempts per customer Identified every day attempts per customer attempts per customer
82% of internet traffic 17 encrypted threats 15% of malware used
was encrypted per customer non-standard ports
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| THE JOURNEY TO BOUNDLESS CYBERSECURITY

Moblllzmg for the New Normal

PROACTIVE

» Security aware
* Dedicated security team
» Some advanced protection

AWARE : e ; W ,
+ Perimeter, cloud, endpoint silos Vi gy MR e SRR S
* Threat landscape aware . i AR e A N ‘

_ _ * Drowning in data : ‘ G P N
* “Perimeter” mentality : i SRS i
* Basic & “Free” protection
REACTIVE « Ad-hoc deployment

* Security band-aids  « Security silos
to emergencies

» Security not considered
a business risk

 THREAT SOPHISTICATION -~ -

SECURITY POSTURE & AUTOMATION | SONICWALL
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BOUNDLESS CYBERSECURITY

Brrdgrng the Cybersecurrty Busrness Gap
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" EVERYTYPE OF ANY TYPE OR SIZE UANYTYPE
- INFRASTRUCTURE - OF NETWORK OF BUSINESS

: ~ SaaS, laaS, contalners . segmented networks' : .. size of company, -
 virtualization, cloud, hybrid =~ SERETIe R .. Verticals
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Security Center
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Endpoint Secure Remote Secure Local Network SASE / Cloud Email
Security Access Access Security FWaaS Security Security
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COMPANY OVERVIEW

Boundless Cybersecurity for the Hyper-Distributed Era

| NSO SeosTOWpCMTe | Seomsim oWl
~500,000 215+ | 3million+

organizations countries & territories firewalls shipped

30 ~300 17,000+

years of security focus patents global channel partners
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https://www.sonicwall.com/
https://www.facebook.com/SonicWall/
https://www.linkedin.com/company/sonicwall
https://twitter.com/SonicWALL
https://www.instagram.com/sonicwall_inc/

