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Multi-method approach

GRC methodolgy

Simple and easy Topline view
Typology of systems analyzed :

non-susceptible or unexposed systems
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RISKS CONTROLS

EGERIE

INTEGRATED CYBERRISK MANAGEMERNT

Advanced bottom-up
methodology

Approach is made very simple by

the EGERIE models
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RISKS SUPPORTING BUSINESS CONTROLS
ASSET ASSET




WHAT IS A RISK

EGERIE

INTEGRATED CYBERRISK MANAGEMENT
Risk is a matrix of potential harm or loss where the intersecting

elements are:

Measures: The security measures and controls in place to
protect assets and business processes.

’ Vulnerabilities: Weaknesses or gaps in the security measures,

2 .
<-4 O’x ------- K EHE forming rows within the matrix.

Predictive risk .

@ analyses .~ Threats v — . Threats: The potential incidents or attacks that aim to exploit
. e Business Assets AAng - Sl .
© ! “a . vulnerabilities, forming columns within the matrix.
il / Vulnerabilities Intersection of Elements: Risks emerge at the intersections of this
i | ; » : SUSineSS matrix when threats exploit vulnerabilities despite the presence of
N \ 5 A ¢ o security measures. This represents the point where potential harm to
EGERIE A . ! Manager ’ :
libraries > T =* L business processes and assets becomes a reality.
% L i
Measures \‘\ dd . . .
* vi—=iE Impact on Business Processes and Assets: Risks, once realized, have a
Ry, ol e | e .| direct impact on business processes and assets within the organization,
i k ________ Ve leading to disruptions, financial losses, operational challenges, or
F2.component damage to reputation.

IS component
Manager



Egerie & Partners
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EGERIE MODELLING & INTERCONNECTIONS

GRC/IRM
RSA

servicenow
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EGERIE

INTEGRATED CYBE MANAGEMENT

ANALYSIS BY

The CYBER RISK analysis, mapping and
financial quantification platform



Bottom-up approach, assets and people



WE PROVIDE A ANALYSIS BY

Enhanced SCOPE

Oversees risk analysis and treatment plan
monitoring

Gain operational efficiencies and eliminate as
u many manual tasks as possible through
— centralization, industrialization, and automatic

EXpert Analyst risk reduction.

key business
stakeholders

H Engaged through automated
qguestionnaires
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We process all the complexity arising from
all your risk analyses to provide you with a

INTEGRATED ERRISK MANAGEMENT

+200 125 450

SYSTEMS ASSESSED BUSINESS ASSETS IT ASSETS
3,5K 8,7K
VULNERABILITIES CONTROLS

11K 9

THREATS STRATEGIC RISKS




Granular to 360° vision

Country X

& B @

&

Project 1

Factory A’
Entity A

360° RISK MAPPING




_
WE BUILD AN ORCHESTRATOR EGE' zls

for a” bUSineSS INTEGRATED CYBERRISK MANAGEMENT
stakeholders

CISO

‘ » Maintain a unified view of risks, metrics, and
action plans with our 360° view of your
cyber program

“ = Communicate an accurate picture of the state

of your cyber security and compliance
G Entity B Entity C G

program performance to your executive
Entity A Entity D

committee.

ENTITIES & RISK OWNERS

Each entity's risk owner has full

visibility of its risk mapping,
.’(‘ I\"' measures and treatment plan.
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Dessert

Quantification and Governance




WE HELP YOU EGETR'E

( to prio'ritize and INTEGRATED CYBERRISK MANAGEMENT
improve cybersecurity ROl by

investing intelligently Risk Universe

c LEVELS Ransomware

A business intelligence system for your cyber 6

investments _

I l * Gain clear visibility into cyber risk and

compliance !

* Accelerate decision making @ ﬁ

* Governance and control of the cybersecurity _ Hack - Intrusion
e ® E—

ﬁ Damage to brand image

Quantified Risk Exposure with aggregation by
risk universe




MANAGE YOUR TREATMENT PLAN BUDGET — OWNERS - MANDAYS

Global completion
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Con02 Contractual requirements between the host - 5 06-08-2023 33k B m

DE.AE-1 A baseline of network operations and expe - - a 05-29-2023 4k 10

DE.AE-1 A baseline of network operations and expe - Ciso 5 09-11-2023 4k 5
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Forecast Quota Vv

ForecastEra Sales Forecasting  ForecastEra Accuracy Trend  More w
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Top Commit Deals

Opportunity Name

Globex Corporation.,. @
GISStock @

Goldman Sachs-Fix ]
Hyundai Trading Pla.. @
Initech Banking ser

Sun micro producti.,. @
Test corporation ba.. @
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EGERIE

INTEGRATED CYBERRISK MANAGEMENT

CURRENT SITUATION ACTION PLAN PLANNED SITUATION
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